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Workgroups 2019

• Cyber Security

• Legal

• Governance

• Cabinet & Board Level Engagement

• Research Agenda

• Human Capital Agenda



Become more attractive for 

blockchain innovators / startups 

A clear vision that explains why The Netherlands is the place 

to go for blockchain innovation
Scaling up 

(even more)

Invest in international 

collaboration

Further enhance collaboration between Dutch blockchain 

hubs (logistics, healthcare, financial, public services,...)
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Export knowledge to other countries:

1. Incoming visits

2. Blockchain/ AI Trade missions

3. Cross-border projects

4. Partners in International Business

5. Education

6. Mentors

7. Hackatons
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https://blockchaininnovationconference.com/

5:51

https://blockchaininnovationconference.com/
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Claims & Zero Knowledge Proof

In Debt?

Income above or below ….?

Do you live in Amsterdam, Yes or no?

…..

https://www.youtube.com/watch?time_continue=28&v=

hxbgsamAtW8

https://www.youtube.com/watch?v=7BQnlv5VONo

https://www.youtube.com/watch?time_continue=28&v=hxbgsamAtW8


Stakeholders
• People with debts
• Municipality
• CJIB

Componenten
• App voor the citizens
• Dashboard for the municipality
• API CJIB
• Wallet for each stakeholder
• Blockchain



Step 1

• A citizen wants to receive a proof from the municipality that he she is in debt in order to 
share it with various agencies such as the CJIB

• To do this, the citizen downloads the SSI app



Step 2

• Citizens goes to the municipality's debt counseling for physical identification. 

• When the identification is positive, and the debts are proven, the citizen makes a secure 
connection with the municipality by scanning a QR code on the municipality's 
dashboard, with the SSI app
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Step 3

• Via the secure connection, the citizen receives proof from the municipality that he/she 
gets debt assistance from the municipality.

• This proof is signed with the key of the municipality, and contains the reference to the 
scheme that the municipality uses, and the so-called credential definition.
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Step 4

The citizen can now use the evidence in the wallet to prove to the CJIB, for example, that 
he she is under the supervision of debt counseling

To do this, the citizen gives the CJIB permission via the app to check this, and can also easily 
withdraw it (revoke)
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Step 5.

• The CJIB can now check the data based on the permission and Zero Knowledge Proof.

• The CJIB can check via the blockchain whether the scheme used and the attributes 
(credential definition) have been issued by the municipality.
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Result

Citizens can communicate their debt position to selected parties in a digital way

Burger has control over his own data

The municipality can make the debt position of a citizen available in a digital and secure way

CJIB can check data in an GDPR proof manner and on a need to know basis



Case Demo
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Who is the controller of data and who is the (sub) processor? 

MATERIAL REQUIREMENTS OF THE BLOCKCHAIN 

Automated decision making 

International transfer

Legality, fairness and transparency 

Purpose limitation 

Minimum data processing 

Correct and current 

The principle of storage limitation

Security

TRANSPARENCY & THE RIGHTS OF THE PERSON CONCERNED 

The right to information 

The right to inspect

The right to rectification, the right to erase & the right to

limitation of processing

The right to data portability 

The right to objection 

Exceptions to the rights of the person concerned



1. Ensure that the transactions on the blockchain do not contain any personal data (except for the 

(hashed) public key), for example personal data stored off-chain that also do not contain any 

personal data or if this is not possible; limit the personal data in transactions to a minimum and hash 

and encrypt this personal data for unauthorized users.

2. Determine which users of the blockchain act as controller or processor.

3. Determine whether the controllers have a sufficient legal basis for processing the personal data.

4. Ensure that a verification process ensures that there is no international transfer or that any 

international transfer is in line with the GDPR.

5. Establish the obligations and powers of the controllers in a mutual arrangement. Conclude 

processor agreements with processors.

6. Determine whether it is necessary to designate a super user.

7. Secure the blockchain in an appropriate manner.

8. Ensure that the rights of those involved can be implemented. An important part of this is the right 

to limitation and removal.
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Watch the Banks!

Wetrade, Kombo, Deliver, Vakt,…
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Banks: Modules

Wetrade, Komgo, Deliver, Vakt,…

https://blockchaininnovationconference.com/

1.33

https://blockchaininnovationconference.com/


Lessons from the banks

1. Join each other initiatives

2. Build firm teams and sometimes even new organizations within your own

3. Build modules for public services

4. What is the Komgo of the public sector? SSI+ wallet with claims?



1. Start: SSI + claims: Let’s fill and test the basket together!

2. Learn: From the trade/ logistic sector

3. Explore: Blockchain helps deliver upon the promise of AI by providing new levels of data access, trust

and security. From AI for your own organization to AI for a “chain of events”

4. Enjoy!!


